
Vital Information Management

The vital information that allows the office to function must have "back-ups" off-site and is divided into sections:

Financial

· Copy of all bank account numbers and their balances 

· Copy of all CD account numbers and balances 

· Accounts Receivable information 

· Employee insurance information 

· Business insurance information 

· All leased and company vehicles 

· All equipment insurance

· Extended warranties and/or policies 

· 401-K Information 

· Business account information

· Account numbers & company contact telephone numbers 

· Telephone

· Electric (any utility your office receives service from) 

· Company credit cards 

· All customers 

· All vendors

Contractual

· Copy of any contracts between your company and another entity

· Copy of building lease

· Copy of any equipment leases

· All leased and company vehicles

· Copier

· Postage machine

· Telephones or other leased items 

· Copy of City, County & any State business licenses 

· Copy of original charter 

· Copy of company By-laws 

· Copy of Employee Handbook 

· Copy of Volunteer Handbook

· Copy of any current company Strategic or Business Plan

Inventory Lists

· Furniture 

· Equipment

· Calculators

· Cameras

· TVs

· Video screen

· Binders 

· Consumable materials

· Brochures

· Any materials purchased in large amounts 

· List of personal items from each employee's office

· Computer Equipment (include serial numbers)

· Monitors

· Keyboards

· Towers

· Lap top computer

· Scanner/Copier

· Printers

For Medically Related Businesses

· In addition to items listed in this outline, all necessary patient information (pertinent history, etc.) 

· All pertinent information related to medical equipment 

· Copies of all medical degrees earned by doctors and staff

Membership Information

(This section is mostly used in "not for" and "non" profit organizations)

· Copy of current membership list

· Include all pertinent information including email address 

· Copy of membership dues

· When paid, how much, any outstanding amounts, etc... 

· Copies of the most recent year's information

· Progress reports, Guides, most recent brochures and printed materials.

· Most recent Quarterly Report information

· Copy of minutes from last four to six Board Meetings for history & continuity

· Minutes from any critical committees the company either hosts or attends

Community & Business Contacts

Copy of names & telephone numbers of contacts from: 

· Utility companies 

· Telephone 

· City government 

· County government 

· Fire Department 

· Police & Sheriff Departments 

· Hospitals 

· Current company projects

Most items should be copied to disk or CDROM. There will be many documents not found in the computer system and standard "hard" copies should be made of them. Scanned documents are easier to store. It is also worth consideration to keep the "originals" in the bank deposit drawer and work from a copy of the document.

LOCATIONS FOR COMPANY INFORMATION SAFE-KEEPING:

· Each staff member will keep a set of diskettes at their residence that pertains to their section of the business.

· The owner or President/CEO will be the only person to have an entire set of disks, which will also be kept at his/her residence.

· One set of the disks will be sealed in an envelope and sent to an entity that the head of the company deems trustworthy, in another state, (in case of a disaster affecting the entire state).

Should there be a state disaster, the disks kept "out-of-state" could end up being the only intact set to operate the business from.

· The set sent out of state will be updated annually or semi-annually, whichever is deemed most efficient. 

· The out-of-state entity holding this set will merely Fed Ex them to business at a pre-designated time, to be updated and returned back to them. 

· The disks each staff member is responsible for will be updated quarterly, or as necessary.

· "Paper" copies of documents should be kept in two places 

· A fireproof safe (preferably with minimum 4 hour protection) on site 

· A safe deposit drawer in a local banking institution

· A separate computer tower, screen, keyboard and mouse could possibly be placed at another designated site, for use by the company if the office was rendered un-usable. The second (and probably best) option would be to keep a laptop computer at the residence of the owner, CEO, President or Office Manager for such emergencies. This enables your business to be up and running immediately, with reduced interruption.






Source: Ocala/Marion county Economic Development Council

51

